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Store SSL session keys on connected
packetstores
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When session key forwarding is configured on an ExtraHop system that is connected to a packetstore, the
ExtraHop system can store encrypted session keys along with the collected packets.

Before you begin
Learn more about decrypting packets with stored keys .

1. Log in to the Administration settings on the ExtraHop system through https://<extrahop-
hostname-or-IP-address>/admin.

2. In the System Configuration section, click Capture.
3. Click SSL Session Key Storage.
4. Select Enable SSL Session Key Storage.
5. Click Save.

Next steps

For more information about downloading session keys, see Download session keys with packet captures .

https://docs.extrahop.com/9.5/ssl-decryption-concepts/#decrypting-packets-for-forensic-audits
https://docs.extrahop.com/9.5/session-key-download/#download-session-keys-with-packet-captures

	Store SSL session keys on connected packetstores

